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Comprehensive PC security, made simple.

Centralized management console for all PCs1

Users work with documents 
and the web as normal, 
without worrying about 
infecting the organization

Fewer high priority tickets and less remediation

Users do not have to 
be trained as “human 
phishing detectors”

HP Wolf Pro Security (WPS) is available 
preloaded on WPS Edition PCs2 or purchased  
as a standalone software3 for any Windows PCs4 

Work securely from 
home, office or on the 
road whether on the 
internet or off

CLOUD-BASED CONTROL 

LOWER IT COSTS

FLEXIBLE CONSUMPTION

WORK WITHOUT  
WORRY 

AUTOMATIC PHISHING 
PROTECTION

FULL PROTECTION 
ANYWHERE

94% of cyberattacks come in via email.*
Protect your organization with a simple endpoint security solution
that keeps employees productive

Security Made Simple

Protection You Can Trust 

Keep employees productive

1 HP Wolf Pro Security Controller requires minimum 25 devices.
2 Supported browsers for Threat Containment include the following browsers for Microsoft 
Windows: Microsoft Edge, Google Chrome, Mozilla Firefox or Chromium. Supported 
attachments include Microsoft Office (Word, Excel, PowerPoint) and PDF files, when 
Microsoft Office or Adobe Acrobat are installed.
3 HP Wolf Pro Security is available in one and three year term licenses from authorized HP 
channel partners. At the end of the Initial Term you may purchase a renewal license for HP 
Wolf Pro Security from an HP Channel Partner. See https://www.hpwolf.com/terms-and-
conditions/ for complete Terms of Service.
4 Wolf Pro Security supports Microsoft Windows 10 Professional and Windows 11 
Professional operating systems.

5 Assumptions based on HP internal analysis of customer reported insights and 
installed base.
6 HP Wolf Pro Security Edition is available preloaded on select SKUs and, depending 
on the HP product purchased, includes a paid 1-year or 3-year license. The HP Wolf 
Pro Security Edition software is licensed under the license terms of the HP Wolf 
Security Software - End-User license Agreement (EULA) that can be found at: https://
support.hp.com/us-en/document/ish_3875769-3873014-16 as that EULA is modified 
by the following: “7. Term. Unless otherwise terminated earlier pursuant to the terms 
contained in this EULA, the license for the HP Wolf Pro Security Edition is effective upon 
activation and will continue for either a twelve (12) month or thirty-six (36) month license 
term (“Initial Term”). At the end of the Initial Term you may either (a) purchase a renewal 
license for the HP Wolf Pro Security Edition from HP.com, HP Sales or an HP Channel 
Partner, or (b) continue using a limited version of the threat containment, malware 
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Stops attacks including 
phishing and ransomware 
using hardware-enforced 
isolation technology

Effective endpoint 
protection for small and 
mid-sized organizations 

PC software, 
managed  
from the cloud

Over 40 billion web clicks, 
downloads and attachments 
protected without a reported 
compromise5

Protects credentials by 
preventing end-users from 
entering usernames and 
passwords on fake websites

CPU-enforced isolation means 
malware can’t get around it

Uses AI to protect PCs  
from emerging  

and known threats

PROVEN 
TECHNOLOGY HARDWARE- 

ENFORCED 
THREAT  
CONTAINMENT6

NEXT  
GENERATION 
ANTIVIRUSCREDENTIAL 

PROTECTION 

*Source: https://www.teiss.co.uk/r3/cth_schedule/94-of-cyber-attacks-start-with-an-email-how-resilient-is-your-endpoint-protection-solution/
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