
Product Comparison: LastPass for Business

Identi ty soluti ons for managing 
user access and authenti cati on
Whether you are looking to manage user access, implement multi factor authenti cati on, 
secure every password or do a combinati on of each – LastPass has a soluti on for you.

Choose which one is right for your business:

LastPass Teams LastPass Enterprise LastPass MFA LastPass Identi ty

Overview Solve password management
challenges.

Built for organizati ons of 50 
or less, LastPass Teams off ers 
team-wide password sharing, 
an intuiti ve admin dashboard, 
unlimited sync and a variety 
of policies to set password 
requirements.

Solve access challenges. 

LastPass Enterprise is the only 
all-in-one single sign-on and 
password manager soluti on, 
made simple and secure 
for SMBs to manage access 
across every entry point in the 
business.

Solve authenti cati on
challenges. 

LastPass MFA is an adapti ve 
authenti cati on soluti on that 
leverages biometric and 
contextual factors to go 
beyond standard 2FA, ensuring 
the right users are accessing 
the right data at the right ti me, 
without any added complexity.

Solve identi ty challenges. 

LastPass Identi ty provides 
simple control and unifi ed 
visibility across every access 
point to your business, with an 
intuiti ve access and adapti ve 
authenti cati on experience 
that works on everything from 
cloud and mobile apps to 
legacy on-premise tools.

Price $4 user/month $6 user/month $3 user/month $8 user/month

Single Sign-On  — Built-in portal with over 1,200 
pre-integrated applicati ons

— Built-in portal with over 1,200 
pre-integrated applicati ons

Multi factor 
Authenti cati on

Compati ble with two-factor 
authenti cati on

Compati ble with two-factor 
authenti cati on

Adapti ve authenti cati on using 
biometric and contextual 
factors, in additi on to 
traditi onal two-factor methods

Adapti ve biometric and 
contextual factors, in additi on 
to traditi onal two-factor 
methods

Password 
Management

Standard dashboard for capturing, 
storing, fi lling, generati ng and 
sharing passwords with simple 
user management

Complete password manager 
for capturing, storing, fi lling and 
generati ng passwords with a 
robust admin dashboard and a 
vault for every user

— Complete password manager 
for capturing, storing, fi lling and 
generati ng passwords with a 
robust admin dashboard and a 
vault for every user

Directory 
Integrati ons

— • LastPass AD Connector
• Microsoft  Azure AD
• Okta
• OneLogin
• Custom provisioning APIs
• Federated login with

Microsoft  Acti ve Directory

• LastPass AD Connector
• Microsoft  Azure AD
• Okta
• OneLogin
• Custom provisioning APIs

• LastPass AD Connector
• Microsoft  Azure AD
• Okta
• OneLogin
• Custom provisioning APIs
• Federated login Microsoft 

Acti ve Directory

Policies Standard security policies for 
password management

100+ customizable policies 
for complete fl exibility in 
managing single sign-on 
and password management

Adapti ve authenti cati on 
policies to limit user access 
based on geolocati on, IP 
address and ti me durati on

100+ customizable policies 
for complete fl exibility in 
managing single sign-on, 
password management and 
adapti ve authenti cati on

Reporti ng Basic reporti ng, including user 
acti vity, shared folder reports and 
security reports

Advanced reporti ng, including 
new users, user acti vity, 
policies setti  ng changes, access 
requests, security reports and 
shared folder reports

Advanced reporti ng, including 
new users, user acti vity, 
policies setti  ng changes, access 
requests and security reports

Advanced reporti ng, including 
new users, user acti vity, 
policies setti  ng changes, access 
requests, security reports and 
shared folder reports
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